### Apps nur aus vertrauenswürdigen Quellen laden

in den Einstellungen das Laden von Apps aus "unbekannter Herkunft" ausschalten

gut überwacht sein

relativ sicher sein

Das Laden von Apps aus unbekannten Quelle birgt ein ungleich höheres Risiko für eine Infektion.

nur in begründeten Ausnahmefällen eine App aus einer Quelle außerhalb dieser offiziellen Quellen laden

der Anbieter einer App

vor dem Laden online mit Virenscannern kostenlos überprüfen lassen

Anrufe oder SMS von unbekannten Rufnummern

unbekannte Dienste-Rufnummern nicht zurückrufen

die Links in der SMS nicht anklicken

zu Anrufen über teure 0900er oder andere hochpreisige Rufnummern verleiten wollen

Informationen zu solchen Betrügerischen Nummern erhalten

## Sperrcodes aktivieren

die Display-Sperre des Smartphones oder Tablets einschalten

über die Eingabe eines Pincodes, eines Musters oder eines Fingerabdrucks aufgehoben werden können

die PIN der SIM-Karte für den Mobilfunk stets aktivieren

die Zugangsdaten dafür unter Verschluss halten

PIN und Codes nur unter Sichtschutz gegenüber Dritten eingeben

ihre SIM-Karte sperren lassen

die sogenannte Remote-Wipe-Funktion anbieten

das Gerät aus der Ferne zurücksetzen und sperren

Dadurch sind Ihre persönlichen Daten auf dem Gerät gelöscht oder nicht aufzurufen.
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